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NOWADAY CHALLENGES OF SUPPLY CHAIN RISK MANAGEMENT
AS A CONSEQUENCE OF THE ONGOING BUSINESS
ENVIRONMENT CHANGES

AKTYAJIbBHBIE BLI3OBbBI MEHEI:KMEHTA PUCKA
JIOTUCTUYECKUX IEIIEA KAK PE3YVJIBTAT U3MEHEHU I
BU3HEC-CPEIbI

B nawmboit pabore paccMaTpuBaOTCS ACIEKTH PUCKOB YIIPABJIEHUS [EISMU ITOCTABOK,
KOTOPBIE SIBJISIFOTCS IIOCJIEICTBUEM IIOCTOSTHHO M3MEHSIOIIErocs OM3HeC-OKPYKe s U CyIIe-
CTBYIOIIMX IIPOIIECCOB B MUPOBOM 9KOHOMHUKE. B yCIOBUAX KECTKON KOHKYPEHIIMU U PHIHKA
MOKyIIaTeJisi KpaiHe BAasKHBIM ITPEUMYIIECTBOM OyIeT SBJISTHCA HU3KAsl CTOMMOCTH ITPOU3-
BOJICTBA M JIOCTABKU TOBapa, YTO 00YCJIOBJIEHO TAKUM (PAKTOPOM, KaK aJIeKBaTHOE (PYHKIIHIO-
HUPOBaHUe Ilellel ITI0CTaBOK.

Constant changing of business environment is hardly an unknown fact, especially
considering the non — stop growing list of companies whose goal has become to expand and
merge with other firms around the world. As of today, the main challenge for companies is
namely not merely to take up a supply chain management initiative but to implement it
successfully. Albeit such initiative can be a failure unless one is aware of the issues that
may arise when planning and implementation. This is how we have come to the Supply
Chain Risk Management (SCRM for short). SCRM is aimed at developing approaches to
identification, assessment, analysis and treatment of vulnerability and risks in Supply
Chains. Generally, companies face the following business risks within SCs: financial risk
(can occur as a consequence of obsolete products, vanishing markets for them or shortage
of product quantity), chaos risk (consequences of excessive reactions, unnecessary
interventions and distorted information), market risk (incapability of exploiting market
opportunities).

Numerous trends that enhance exposure to risks, such as the increased use of outsourcing,
globalization, reduction of the supplier base; reduced buffers, increased demands for on —
time deliveries or shorter product life cycles are highlighting the significance of SCRM.
Moreover, according to a British scientist Alan Braithwaite, global SC are confronted with
the following risks: risk of collaboration costs, risk of ineffective activity execution and poor
quantity products, demand risk, supply risk, environmental risk. In addition to the described
risks, international operations can also be marked by: risk in choosing business partners,
payment risk, credit risk, currency risk, price fluctuation risk, etc.

Due to the globalization of the supply markets and the transfer of production to places with
cheaper labor force, SCs nowadays begin in one country and end in another one somewhere
else. This is one of the reasons why SCs are exposed to a great number of risks and threats.
The next factor propping up the need for enhanced SC security is the growing dependency
of economies on efficient logistics chain operation. Apart from this, the need to ensure total
security is further dictated by the fact that maritime traffic is increasing as a consequence
of liberalization and globalization. The reasons for a rising exposure of logistics chains to
business risk and the consequent growing needs for establishing a unified security system
are an increasing supply and demand uncertainty, the globalization of buying and selling
resources, shortened production and delivery times, and the use of production, distribution
and logistics partners, which are made responsible for implementing certain activities. But
what exactly can we do to avert disaster?
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Increased safety stock is designed to protect companies against supply and so — called
demand uncertainty, as well as it enables quick responses to demand changes. By supplying
material from a number of suppliers, companies create backup sources and, by doing so, buffer
themselves against potential supplier terminations or delays. Transparency and control can
be seen as another effective measure for reducing the entire operational risk. An economist
named Peter Finch highlights the following measures for ensuring heightened security:
design for contingency plans, insurance policy renewal, design of preventive measures, data
security, design of an appropriate strategy. An integrated security system must cover the
security of the entire SC in global operations, for the security of the first link in the chain
also depends on the security of the last link in the chain.
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HNCCJIEIOBAHUE ITPUOPUTETOB PABBUTHU HAYKHU
N TEXHOJIOTUU METOJAMU ®OPCAUT

@opcaliT — 9TO CHCTEMATUYECKHE IIOMBITKU OIEHUTH J0JTOCPOYHEIE IIEPCIIEKTHUBELI HAa-
VKU, TEXHOJIOTUM, SKOHOMUKHU U OOIIEeCTBa, YTOOBI OIIPEIesIUTh CTpaTerHdYecKue HalrpasJie-
HUS WCCJIEIOBAHUI M HOBBIE TEXHOJIOTHU, CIOCOOHBIE IIPUHECTH HAMOOJIBIINE COI[UAJIHHO-
aKoHOMMUYecKue Oara. B Hacrosiee Bpems: hopcaiiT-1ro1x0/1 CINTAETCS CUCTEMHBIM HHCTPY-
MEHTOM IIPOEKTUPOBAHUS OyIyIero, AAOIIMM BO3MOYKHOCTb YUYHUTBHIBATH IOTEHITMAJIBLHBIE
M3MEHEHUsI BO BCeX 00JIACTSIX OOIIECTBEHHOM JeATEeJBHOCTH: HAyKe W TeXHOJIOTHSX, 00Ie-
CTBEHHBIX, COIIMAJIBHEIX OTHOIIIEHUAX, dKOHOMUKE U KYJIBTYPE.

Mertox @opcatita «Kpurtndueckue TexHoorHm, ony isipaeil Bo Opannmu, Yexnu, CIIA
U B psfe APYTUX CTPAH II03BOJISET JaTh CUCTEMHOE OIKCAHHUE TOr0, KAKHe IIPOrPECCUBHEIE
peleHus TOHAA00SITCS 1T 00ecliedeHrsT BBICOKOTO KaYeCcTBa JKU3HU, HAIIMOHAIBLHON 0e30-
TACHOCTH, PA3BUTHUS BBICOKOTEXHOJIOTMYHOr0 Omn3Heca. [lepedyeHb KpUTUUECKUX TEXHOJIOTHUH
Poccuiickoit ®enepamnuu peramentuposan Ykasom [Ipesumgernta PO or 07.07.2011 r. Ne 899
«006 yTBep:KIeHNN IPUOPUTETHBIX HATIPABJIEHUI PA3BUTUS HAYKHU, TEXHOJIOTHUN U TEXHUKHU B
Poccuiickoit Qemgepatmu u epeuss: kpurudeckux texuosaornii Poccutickoit Oepeparimm».

Meton @opcaiita — HOpokHOE KapTHPOBaHME — AKTUBHO IIPUMEHSETCSI B KadecTBe
Ba'KHEUINIero MHCTPYMEHTA peaii3aliiy J0JIFOCPOUYHOM KOMILJIEKCHOM TIocylapCTBEHHOU
nporpammbl «Hammonanbuas Texromoruveckas uaunmarusa»y (HTHU) [1]. Paspaborannasa
Marpuma HTU Braouaer dersipe obiactu passurus: «Perakm, «CepBuce», «TamauTem
u «Texmomorum» [2]. B HacrosIiee BpemMsi COOTBETCTBYIOIIHE JOPOKHBIE KAPTHI IIOCTPOEHEI
0 BceM HalpaBJeHUAM sroHoMmdueckoro pocta HTU. B pesynpraTe qoposxHOT0 KapTHpO-
BaHUS B3aWMOCBSI3AHHBIM 00pa30M YCTAHABIUBAKTCS HECKOJBKO I[€JIE€BHIX PE3yJIbTATOB,
Ha OCHOBE BEePOSTHOCTHHIX IOIYIIEHWH PacCMaTPUBAIOTCA HECKOJIBKO IIyTeH JOCTHKEHUS
HaMeYeHHBIX IleJIeil, IPUYeM BCe TOYKHU BEIOOPA BO3MOYKHBIX BAPUAHTOB JaILHEHIIIEro JBU-
SKEHUS 110 IOPOKHON KapTe MMEKT OIIpeeIeHHBIN HAaO0p KPUTEPUEB U YCIOBUU JJIS MPHU-
HATUA pelleHun.

Tarxum obpasom, PopcaiiT-10aX0/1 HAIlEJIeH Ha IIPeI0CTaBIeHNEe aKTyaIbHOM, BCECTOPOH-
Hel ¥ COIIOCTABUMOM B MEXKIYHAPOTHOM KOHTEKCTE CTATUCTUYECKON NH(OPMAITUY 00IIeCTBY,
opraHaM BJIACTH U OM3HECYy Ha MakKpo-, Me30- U MUKPOYPOBHSIM; aHAJIN3 U IIPOTHO3SUPOBAHUE
TPEHIOB HAYKU U TEXHOJIOTUM, MHHOBAIWI, 00pa30BaHUs, NHPOPMAIIMOHHBIX TeXHOJIOTHIH,
pasBuTHe Kputndeckux TexHosoruit u HTHU; monroroBky pekoMeHIanmii mo SKOHOMITIECKOH,
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